
 

 

 

 

 5 

 

Digital Imaging and Communications in Medicine (DICOM) 

 

Supplement XXX: Application Request 

 10 

 

 

 

 

 15 

 

 

Prepared by: 

 

DICOM Standards Committee, Working Group 23 (Artificial Intelligence/Application Hosting) 20 

1300 N. 17th Street 

Rosslyn, Virginia 22209 USA 

 

VERSION:  Version 1 

  March 11, 2025 25 

Developed pursuant to DICOM Work Item 2020-08-A 

This is a draft document. Do not circulate, quote, or reproduce it except with the approval of NEMA. 

Copyright © 2025 NEMA





 Supplement XXX: Application Request 
 Page i 

 

 

Table of Contents 

Document History ........................................................................................................................................... ii 
Open Issues for Public Comment .................................................................................................................. ii 
Closed Issues ................................................................................................................................................ iii 
Scope and Field of Application ....................................................................................................................... 3 
Changes to NEMA Standards Publication PS 3.19 ........................................................................................ 2 
Foreword ........................................................................................................................................................ 2 
1 Scope and Field of Application .................................................................................................................... 2 
2 Normative References ................................................................................................................................ 5 
3 Definitions ................................................................................................................................................... 5 
4 Symbols and Abbreviations ......................................................................................................................... 6 
6 Application Request Overview .................................................................................................................... 6 
7 Inference Request ....................................................................................................................................... 7 

7.1 POST /INFERENCE .......................................................................................................................... 7 
7.1.1 Inference Request Body Parameters ....................................................................................... 7 

7.1.1.1 inputMetadata Object .................................................................................................. 9 
7.1.1.1.1 type Descriptions .................................................................................. 9 
7.1.1.1.2 DICOM_UID Object ............................................................................... 9 
7.1.1.1.3 PATIENT_ID Object ............................................................................ 10 
7.1.1.1.4 FHIR Object ........................................................................................ 11 
7.1.1.1.5 ACCESSION_NUMBER Object .......................................................... 11 

7.1.1.2 inputResources Object .............................................................................................. 11 
7.1.1.2.1 interface Descriptions ................................................................................... 12 
7.1.1.2.2 DIMSE connectionDetails Object .................................................................. 12 
7.1.1.2.3 DICOMweb, FHIR and Application connectionDetails Object ...................... 12 

7.1.1.3 outputEndpoints Object ............................................................................................. 13 
7.1.2 Connection Security ............................................................................................................... 14 

7.2 INFERENCE REQUEST RESPONSE ............................................................................................. 14 
7.2.1 Response Codes .................................................................................................................... 14 

8 Inference Complete ................................................................................................................................... 15 
8.1 POST /RESPONSEURI ................................................................................................................... 16 

8.1.1 Inference Complete Body Parameters ................................................................................... 16 
8.1.1.1 outputResource Object .............................................................................................. 16 

8.1.1.1.1 type Descriptions .......................................................................................... 17 
8.2 INFERENCE COMPLETION RESPONSE ...................................................................................... 17 

9 Health/Status Request .............................................................................................................................. 17 
9.1 HEALTH ........................................................................................................................................... 17 

9.1.1 GET /heath/live ...................................................................................................................... 18 
9.1.1.1 /health/live responses ................................................................................................ 18 

9.1.2 GET /health/ready .................................................................................................................. 18 
9.1.2.1 /health/ready responses ............................................................................................ 18 

9.2 STATUS ........................................................................................................................................... 18 



Supplement XXX: Application Request 
Page ii 

 

9.2.1 GET /inference/status/{transactionId} .................................................................................... 19 
9.2.2 Inference Status Response ................................................................................................... 19 

Annex B – Schema Definitions .................................................................................................................... 20 
B.1 INFERENCE REQUEST ................................................................................................................. 20 

B.1.1 Inference Request DICOM UID ............................................................................................. 20 
B.1.2 Inference Request Patient ID ................................................................................................ 21 
B.1.3 Inference Request FHIR ....................................................................................................... 23 
B.1.4 Inference Request Accession Number .................................................................................. 24 
B.1.5 Inference Request Response ................................................................................................ 25 

B.2 INFERENCE COMPLETE REQUEST ............................................................................................ 25 
B.2.1 Inference Complete Request Response ............................................................................... 26 

B.3 LIVENESS REQUEST .................................................................................................................... 26 
B.3.1 Liveness Request Response ................................................................................................ 26 

B.4 READINESS REQUEST ................................................................................................................. 26 
B.4.1 Readiness Request Response .............................................................................................. 26 

B.5 STATUS REQUEST ....................................................................................................................... 26 
B.5.1 Status Request Response .................................................................................................... 26 

Changes to NEMA Standards Publication PS 3.17 ..................................................................................... 27 
XX. Use Cases for Application Request ...................................................................................................... 27 

XX.1 USE CASE – SIMPLE .................................................................................................................. 27 
XX.1.1 Example .............................................................................................................................. 27 

XX.2 USE CASE – PIPELINE ............................................................................................................... 29 
XX.2.1 Example .............................................................................................................................. 29 

Document History 

Document 
Version  

Date Content 

01  Initial Draft for discussion at WG-9  

Open Issues for Public Comment  

1   

2   
3   
4   
5   
6   
7   
8   



 Supplement XXX: Application Request 
 Page iii 

 

 

9   
 

Closed Issues  

1  
2  

Scope and Field of Application 

This Supplement proposes an updated Application Program Interface (API) to DICOM PS3.19 and retiring 2 
the previous SOAP API.  The use of this API will allow a client to request an Application to perform work on 
given data.  This API was first proposed by the American College of Radiology’s Data Science Institute 4 
(ACR DSI) and has since been extended by the MONAI Deploy Informatics Gateway (MIG) for inference 
requests.  This API fills the gap in IHE’s AI Workflow for Imaging (AIW-I) profile where a Task Performer 6 
(Proxy) communicates and exchanges input data to perform inference and exchange results.  In the profile 
there are no defined transactions between the Task Performer (Proxy) to request services from an AI 8 
Model (Proxied).  For the purposes of this supplement the Task Performer (Proxy) would be considered a 
client and the AI Model (Proxied) would be an Application. 10 

Out of scope are all DICOM UPS-RS transactions as well as any exchange of capabilities between a client 
and the Application.  Also there is no restriction on what role a client plays in the overall workflow when 12 
using this API for requesting services of an Application. 

Figure SF-1 shows how this API would fit in the IHE AIW-I Proxied AI Model use case. 14 
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Figure SF-1 API Workflow Interaction 16 
rparticipant Image Manager 
rparticipant Task Manager 18 
rparticipant Task Performer (Proxy) 
rparticipant Application (Proxied) 20 
rparticipant Result Repository 
note over Task Manager,Task Performer (Proxy):Manage Workitem as Usual 22 
Task Performer (Proxy)->Application (Proxied):POST: /inference\n(Request Application 
Execution) 24 
Task Performer (Proxy)<--Application (Proxied): Return: Accepted 
Application (Proxied)->Image Manager:Retreive Referenced Input Data 26 
Application (Proxied)<--Image Manager: 
Application (Proxied)->Application (Proxied): Do work 28 
Application (Proxied)->Result Repository: Send Results 
Application (Proxied)-->Task Performer (Proxy):POST: responseURI\n(Application Request 30 
Complete) 

 32 

Changes to NEMA Standards Publication PS 3.19 

Update PS3.19 Foreword as follows: 34 

Foreword 

… 36 

HL7®, FHIR® and CDA® are the registered trademarks of Health Level Seven International, all rights 
reserved. 38 

… 

Replace PS3.19 Section 1 Scope and Field of Application with the following: 40 

1 Scope and Field of Application 

This Part of the DICOM Standard defines an Application Program Interface (API) for asynchronous 42 
workflow which is designed to support potentially long-running Application or AI model (also known as 
algorithm) inference requests (see Figure 1-1). Some trigger event, for example notification of the 44 
availability of clinical data or user request, causes a client to request services from one or more 
Applications which will execute on the data referenced in the request.  The request issued to the 46 
Application by the client consists largely of metadata and endpoint information associated with acquired 
clinical data, allowing the Application to fetch data as needed.  Once the Application is complete and all 48 
results have been successfully sent to the appropriate result repositories, the Application shall issue a 
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message to the response Uniform Resource Identifier (URI) included in the request body, enumerating the 50 
resources it created, signaling its completion. 

 52 

Figure 1-1 API Workflow Interaction 

rparticipant Data Manager 54 
rparticipant Client 
rparticipant Application 56 
rparticipant Result Repository 
Client->Application:POST: /inference\n(Request Application Execution) 58 
Client<--Application: Return: Accepted 
Application->Data Manager:Retreive Referenced Input Data 60 
Application<--Data Manager: 
Application->Application: Do work 62 
Application->Result Repository: Send Results 
Application-->Client:POST: responseURI\n(Application Request Complete) 64 
 

For those clients unable to provide a response URI, Figure 1-2 shows how the Application providing a status 66 
endpoint as defined in Section 8 interacts with client requests.  In this implementation, the Application is not 
responsible for notifying the client upon completion of its execution request. 68 
 

Kommentiert [LS1]: I've been thinking should be 
somehow describe the governance of the inference 
models. If we think in production, model versioning 
should be recorded, and may be not only an 
implementation detail, but it could be part of standard 
somehow?  
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 70 
 

Figure 1-2 Client Requesting Status Updates 72 
rparticipant Data Manager 
rparticipant Client 74 
rparticipant Application 
rparticipant Result Repository 76 
Client->Application:POST: /inference\n(Request Application Execution) 
Client<--Application: Return: Accepted 78 
Application->Data Manager:Retreive Referenced Input Data 
Application<--Data Manager: 80 
Client->Application:GET: /inference/status\n(Request Application Status) 
Client<--Application: Return: InProcess 82 
Application->Application: Do work 
Application->Result Repository: Send Results 84 
Client->Application:GET: /inference/status\n(Request Application Status) 
Client<--Application: Return: Completed 86 

 

Update PS3.19 Section 2 Normative References as follows: 88 
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2 Normative References 

The following standards contain provisions that, through reference in this text, constitute provisions of this 90 
Standard. At the time of publication, the editions indicated were valid. All standards are subject to revision, 
and parties to agreements based on this Standard are encouraged to investigate the possibilities of 92 
applying the most recent editions of the standards indicated below. 

[IEEE 9274.1.1 2033] IEEE. October 2023. IEEE Standard for Learning Technology--JavaScript 94 
Object Notation (JSON) Data Model Format and Representational State Transfer (RESTful) Web 
Service for Learner Experience Data Tracking and Access. 96 
https://standards.ieee.org/ieee/9274.1.1/7321/ 

… 98 

[RFC3986] IETF. Uniform Resource Identifiers (URI): Generic Syntax. http://tools.ietf.org/html/rfc3986 . 

[RFC6749] IETF. October 2012. The OAuth 2.0 Authorization Framework. 100 
https://datatracker.ietf.org/doc/html/rfc6749 

[RFC7807] IEFT. March 2016. Problem Details for HTTP APIs 102 
https://datatracker.ietf.org/doc/html/rfc7807 

RFC9700] IEFT. January 2025. Best Current Practice for OAuth 2.0 Security 104 
https://datatracker.ietf.org/doc/html/rfc9700 

Update PS3.19 Section 3 Definitions as follows: 106 

3 Definitions 

3.7 Application Hosting Definitions 108 

The following definitions are commonly used in this Part of the Standard: 

Application Programming Interface (API) 110 

A set of interface methods that Hosted Applications and Hosting Systems Clients use to 
communicate with each other. 112 

Hosted Application 

An application launched and controlled by a Hosting System. The Hosted 114 
Application may utilize services offered by the Hosting System. 

Hosting System 116 

https://standards.ieee.org/ieee/9274.1.1/7321/
http://tools.ietf.org/html/rfc3986
https://datatracker.ietf.org/doc/html/rfc6749
https://datatracker.ietf.org/doc/html/rfc7807
https://datatracker.ietf.org/doc/html/rfc9700
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The application used to launch and control Hosted Applications. The Hosting 
System provides a variety of services such as DICOM object retrieval and storage 118 
for the Hosted Application. The Hosting System provides the infrastructure in which 
the Hosted Application runs and interacts with the external environment. This 120 
includes network access, database and security. 

Application 122 

Software that operates or performs inference on data that it is either provided 
directly or tasked to operate upon by a client through an API request. 124 

Client 

Software that interacts and makes requests of an Application through the use of an 126 
API. 

Update PS3.19 Section 4 Symbols and Abbreviations as follows: 128 

4 Symbols and Abbreviations 

The following symbols and abbreviations are used in this Part of the Standard. 130 

… 

 ISO 132 

  International Standards Organization 

 JSON 134 

JavaScript Object Notation 

… 136 

Replace PS3.19 Section 6 Application Hosting Overview with the following: 

6 Application Request Overview 138 

A client, with knowledge of an Application’s capabilities and endpoint details, chooses to invoke the 
Application on a given dataset.  The Application is assumed to be aware of the environment in which it is 140 
deployed such as the details of data retrieval endpoints and thus those details are not communicated in 
the Application request. 142 

1. A client chooses to invoke the Application on a given dataset 
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2. The client uses the API to initiate an inference task by the Application.  The initiation request with 144 
details about the input data and endpoint location 

3. The Application uses the API to respond to the client’s inference request 146 

4. The Application retrieves its input data from the specified endpoint for processing 

5. The Application may also use the API to inform the client of the status of the inference task, for 148 
example completion, warnings, or errors encountered 

6. In cases where the Application informs the client of the status using the API, the client uses the 150 
API to respond to the Application’s completion message 

7. The Application, as it processes the input data, might create output objects, and use the API to 152 
inform the client of their existence 

8. The Application uses the API to provide the health of its API endpoint using liveliness and 154 
readiness endpoints 

9. The Application may also use the API to provide the client the status of its requested inference 156 
task, for example completed, in progress, or queued 

Replace PS3.19 Section 7 Hosted Application Life Cycle with the following: 158 

7 Inference Request 

The inference endpoint provides a RESTful interface for triggering a new inference request to an 160 
Application.  The API supports, but does not mandate, the use of the authorization header in the request. 
Given the wide variety of authentication mechanisms available, if present, the authentication scheme is 162 
dictated by the Task Performer (Proxy).  Support of secure DICOM TLS (Transport Layer Security) per 
DICOM P3.15 for API calls as well as interactions with data endpoints should be considered best practice. 164 
The Application is not mandated to perform any authentication of requests. For input and output 
connections that require credentials, ensure that all the connections are secured and encrypted. 166 

When secure authentication is not present the Application should only be used within a secure 
environment with a firewall, router protection, VPN, and other network security provisions. 168 

7.1 POST /inference 

This POST API call triggers a new inference job for execution by an Application using the dataset 170 
specified by the client. 

7.1.1 Inference Request Body Parameters 172 

Table 7.1.1-1 provides the parameters for an inference request to an Application. 

Kommentiert [BB2]: Provide proper reference 
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A transaction ID must be included in all requests for correlation. This is used by the Task 174 
Performer (Proxy) to track subsequent requests from the Application and shall be included in all 
requests to clinical datastores (where applicable). Additionally, it shall be included in the response. 176 

A response URI shall be provided to the Application. This URI is where the response is to be 
posted upon completion of inference or to signal failure, which then successfully completes the 178 
request. 

Priority may be included in the request body. If priority is not specified in the request, but is used 180 
by the Application, the Application will use a default priority of 128. Priority is available for 
Applications that handle multiple requests or can scale resources. Larger values indicate higher 182 
priority with the valid range being 0-255. 

Input metadata provides the details surrounding the inference request. 184 

Input resources shall be provided in the inference request and list where the Application may find 
the additional data it needs to perform inference. The supported interface types include XDS, 186 
DICOMWeb, DIMSE, FHIR, S3 and file folders. The order in which these are listed in the request, 
should there be more than one endpoint that can provide data, suggests the order in which the 188 
Application should query. The connection details must be provided and enumerate a list of 
operations the endpoint offers to the Application as well as additional necessary connection 190 
information. These resources may or may not differ from output resources. 

Output resources shall be provided and list where the Application shall store artifacts and 192 
resources it creates as a result of its inference. These may or may not be different from the input 
resources, therefore artifacts should only be sent to locations specified as output resources. The 194 
same list of interface types are available as outputs, and the valid operations for the endpoint must 
be specified along with connection information. 196 

Request Content Type: JSON 

Table 7.1.1-1 Parameters 198 

Name Type Required Description 

transactionId string Y A user-provided transaction ID for 
correlating an inference request 

responseUri uri Conditionally URI to which Application responds to 
signal completion.   
Required if Application does not 
support retrieval of status by 
transaction ID. 
See Section 8.2 

priority integer N The priority at which the request should 
be treated; valid range is 0-255 with 
255 being the highest priority; if not 
specified default is 128 

inputMetadata inputMetadata 
object 

Y Details of the data associated with the 
inference request. 
See Section 7.1.1.1 

inputResources array of Y Data sources from which to retrieve the 
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inputResource 
objects 

specified dataset. 
See Section 7.1.1.2 

outputEndpoint array of 
outputEndpoint 
objects 

Y Output destinations where results are 
exported to. 
See Section 7.1.1.3 

 

See example Annex B, B.1 Inference Request.  200 

7.1.1.1 inputMetadata Object 
Table 7.1.1.1-1 inputMetadata Object Parameters 202 

Name Type Required Description 

type enumerated 
value 

Y Details the object information for parsing 
Defined Terms: 
DICOM_UID 
PATIENT_ID 
FHIR 
ACCESSION_NUMBER 
See Section 7.1.1.1.1 

object 
parameters 

type specific 
object 

Y DICOM_UID – See Section 7.1.1.1.2 
PATIENT_ID – See Section 7.1.1.1.3 
FHIR – See Section 7.1.1.1.4 
ACCESSION_NUMBER – See Section 7.1.1.1.5 

 

7.1.1.1.1 type Descriptions 204 

Details a list of terms which define the parameters for the object which is to be parsed.  These 
parameters are used to define the input data which the Application will use for its inference. 206 

Defined Terms: 
 DICOM_UID 208 

Provides study, series, instance and/or frame information to be used for Application 
inference. 210 

PATIENT_ID 
 Patient ID (0010,0020) which shall used to retrieving data from the defined input resources 212 
FHIR 

Defines the FHIR resource which shall used to retrieving data from the defined input 214 
resources 

ACCESSION_NUMBER 216 
Accession Number ((0008,0050) or (FHIR reference.identifier type ‘ASCN’) which shall 
used to retrieving data from the defined input 218 

 

7.1.1.1.2 DICOM_UID Object 220 

Table 7.1.1.1.2-1 DICOM_UID Object Parameters 
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Name Type Required Description 

studies array Y A set of images produced in single study 
>studyInstanceUid UID Y Unique identifier for the Study.  Only a 

single UID is permitted. 
>>series array N Identify and describe general information 

about the Series within a Study. 
>>>seriesInstanceUid UID Y Unique identifier of the Series. 
>>>instances array N Identify and describe one or more image 

within a particular Series. 
>>>>sopInstanceUid array Y Uniquely identifies the SOP Instance. 
>>>>frames array N Identify and describe one or more frames 

within a particular Image. 
>>>>>frameNumber array Y Identifies the frame numbers within the 

SOP Instance. 
 222 

Example: 
 224 
inputMetadata: { 

"type": "DICOM_UID", 226 
"studies": [{ 
 "studyInstanceUid": 228 
"2.16.840.1.114488.0.4.123489834087.13300714", 
 "series": [{ 230 
  "seriesInstanceUid": 
"2.16.840.1.114488.0.4.123489834087.13300714.2", 232 
   "instances": [ 
    "sopInstanceUid": 234 
["2.16.840.1.114488.0.4.123489834087.13300714.2.1"], 
    "frames": [ 236 
     "frameNumber": ["10","11","12"] 
    ] 238 
   ] 
 }] 240 
}] 

} 242 
 

7.1.1.1.3 PATIENT_ID Object 244 

Table 7.1.1.1.3-1 PATIENT_ID Object Parameters 

Name Type Required Description 

patientId string Y Primary identifier for the Patient. 
 246 
 Example: 
 248 

inputMetadata: { 
"type": " PATIENT_ID", 250 
"patientId": "ABC123" 

} 252 
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7.1.1.1.4 FHIR Object 
Table 7.1.1.1.4-1 FHIR Object Parameters 254 

Name Type Required Description 

resources array Y One or more FHIR resources that contain the 
object data. 

>resourceType enumerated 
value 

Y The FHIR resource type for the data. 

>id string Y The unique identifier for the resource in the 
FHIR server. 

 

 Example: 256 
 
inputMetadata: { 258 

"type": "FHIR", 
"resources": [{ 260 
 "resourceType": "Observation", 
 "id": "12345" 262 
}] 

} 264 
 

7.1.1.1.5 ACCESSION_NUMBER Object 266 

Table 7.1.1.1.5-1 ACCESSION_NUMBER Object Parameters 

Name Type Required Description 

accessionNumber string Y A departmental Information System generated 
number that identifies the Imaging Service Request. 

 268 
 Example: 
 270 

inputMetadata: { 
"type": "ACCESSION_NUMBER", 272 
"accessionNumber": "ABC123" 

} 274 
 
7.1.1.2 inputResources Object 276 

Table 7.1.1.2-1 inputResources Object Parameters 

Name Type Required Description 

interface enumerated 
value 

Y The interface method for data retrieval. 
Defined Terms: 
DIMSE 
DICOMweb 
FHIR 
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Application 
See Section 7.1.1.2.1 

connectionDetails connectionDetails 
object 

Y DIMSE – See Section 7.1.1.2.2 
DICOMweb – See Section 7.1.1.2.3 
FHIR – See Section 7.1.1.2.3 
Application – See Section 7.1.1.2.3 

 278 
7.1.1.2.1 interface Descriptions 

Details a list of terms which define the interface method used by an Application for data exchange. 280 

Defined Terms: 
 DIMSE 282 
  DICOM Message Service Element 
 DICOMweb 284 
  DICOM Standard for web-based medical imaging 
 FHIR 286 
  RESTful interface for exchanging clinical and administrative data 
 Application 288 
  Specifies another Application 
 290 
7.1.1.2.2 DIMSE connectionDetails Object 

Table 7.1.1.2.2-1 DIMSE connectionDetails Object Parameters 292 

Name Type Required Description 

aet string Y AET the DIMSE application uses for inbound 
data requests 

hostname string N The hostname or ip address used for inbound 
data requests 

port integer N The port number used for inbound data 
requests 

 
Example: 294 

 
inputResources: [{ 296 

"interface": "DIMSE", 
"connectionDetails": { 298 

"aet": "MYPACSAET", 
"hostname": "mypacs.domain.org", 300 
"port": "104" 

} 302 
 }] 
 304 
7.1.1.2.3 DICOMweb, FHIR and Application connectionDetails Object 

Table 7.1.1.2.3-1 DICOMweb, FHIR and Application connectionDetails Object Parameters 306 

Name Type Required Description 

uri uri Y The resource URI of the connection. 
 

Kommentiert [BB3]: Add examples at the end of each 
table 

Kommentiert [BB4]: This should not be required and 
removed as we have stated it would not be required 

Kommentiert [BB5]: Discuss leaving this in as optional 
to provide robustness to the interface 
Kommentiert [BB6R5]: Discuss both client and 
application end, is it required to use the provided 
information or can it use data it may already have or a 
different endpoint 

Kommentiert [BB7]: Examples here 



 Supplement XXX: Application Request 
 Page 13 

 

 

 

Example: 308 
 

inputResources: [{ 310 
"interface": "DICOMweb", 
"connectionDetails": { 312 

"uri": "http://mypacs.domain.org:8000/dicom-web" 
} 314 

 }, 
 { 316 

"interface": "FHIR", 
"connectionDetails": { 318 

"uri": " http://myehr.domain.org:8000/fhir" 
} 320 

 }, 
 { 322 

"interface": "Application", 
"connectionDetails": { 324 

"uri": " http://mysidecar.domain.org/inference" 
} 326 

 }] 
 328 

 

7.1.1.3 outputEndpoints Object 330 

Table 7.1.1.3-1 outputEndpoints Object Parameters 

Name Type Required Description 

interface enumerated 
value 

Y The interface method for data output. 
Defined Terms: 
DIMSE 
DICOMweb 
FHIR 
Application 
See Section 7.1.1.2.1 

connectionDetails connectionDetails 
object 

Y DIMSE – See Section 7.1.1.2.2 
DICOMweb – See Section 7.1.1.2.3 
FHIR – See Section 7.1.1.2.3 
Application – See Section 7.1.1.2.3 

 332 
Example: 

 334 
outputEndpoints: [{ 

"interface": "DICOMweb", 336 
"connectionDetails": { 

"uri": "http://mypacs.domain.org:8000/dicom-web" 338 
} 

 }, 340 
 { 



Supplement XXX: Application Request 
Page 14 

 

 

"interface": "FHIR", 342 
"connectionDetails": { 

"uri": " http://myehr.domain.org:8000/fhir" 344 
} 

 }, 346 
 { 

"interface": "Application", 348 
"connectionDetails": { 

"uri": " http://mysidecar.domain.org/inference" 350 
} 

 }, 352 
 { 

"interface": "DIMSE", 354 
"connectionDetails": { 

"aet": "MYPACSAET", 356 
"hostname": "mypacs.domain.org", 
"port": "104" 358 

} 
 }] 360 

 

 362 
7.1.2 Connection Security 

For information about securing communications for DICOM DIMSE and DICOMweb transactions 364 
refer to PS3.15 Chapter B Secure Transport Connection Profiles (Normative). 
(https://dicom.nema.org/medical/dicom/current/output/html/part15.html#chapter_B)  366 

For information about securing communications for FHIR transactions refer to HL7 FHIR Security. 
(https://hl7.org/fhir/security.html) 368 

For information about securing communications for Application transactions refer to Best Current 
Practice for OAuth 2.0 Security (https://datatracker.ietf.org/doc/html/rfc9700) or it’s update. 370 

7.2 Inference Request Response 

Upon receiving a request, the Application shall respond to the API with a valid HTTP status code 372 
indicating whether the request has been accepted for processing. 

For Applications that support inference status request per Section 9.2, returning the URI for such 374 
an endpoint can be provided in the response. 

HTTP/1.1 200 OK 376 
Content-Type: application/json 
 378 
{ 
  "status": "'https://myapp.myhospital.org/inference/status/75847" 380 
} 

 382 

7.2.1 Response Codes 
Valid response codes are listed in Table 7.2.1-1. 384 

https://dicom.nema.org/medical/dicom/current/output/html/part15.html#chapter_B
https://hl7.org/fhir/security.html
https://datatracker.ietf.org/doc/html/rfc9700


 Supplement XXX: Application Request 
 Page 15 

 

 

 

Table 7.2.1-1 Response Codes 

Code Description 

200 Inference request received and scheduled for processing. 

409 A request with the same transaction ID already exists.  

422 Request contains invalid data or is missing required fields.  

500 Server error. 

 386 

The Application may additionally provide a message with further information regarding the status 
code following the Problem Details JSON Object [RFC7807] with error details. 388 
 

HTTP/1.1 422 Unprocessable Content 390 
Content-Type: application/json 
 392 
{ 
  "type": "https://example.org/validation-error", 394 
  "title": "Your request parameters didn't validate.", 
  "details": "API Key Missing" 396 
} 

8 Inference Complete 398 

Upon the completion or failure of Application inference, the Application issues a POST message to the URI 
specified in the inference request where they claim conformance to this feature of the API. The POST of 400 
the status allows the client to close the transaction request to Application and shall include the original 
transaction ID as well as a status code indicating whether the Application successfully completed its 402 
computation. Status codes are listed in PS3.18 Table 8.5-1. An optional human readable message may be 
included. Additionally, if the Application created any artifacts which it sent to the output data source, the 404 
request shall include a list of created resources. DICOM artifacts will follow the structure as defined in 
Section 7.1.1.1.2 DICOM UID Object. FHIR resources will be listed as a tuple of pairs defined as a 406 
resource type and id. The location of these resources need not be specified as the Transaction ID links the 
created resource to the available output resources that were defined in the request. 408 
 
For Application requests where a response URI was not provided in the request or they do not claim 410 
conformance to this feature, see Section 9.2 for additional information about how the client may determine 
the status of a request. 412 
 
An Application shall comply with the requirements of at least one of the status communication methods, 414 
either that specified in Section 8.1 or Section 9.2, but may claim compliance to both.  

https://dicom.nema.org/medical/dicom/current/output/chtml/part18/sect_8.5.html#table_8.5-1
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8.1 POST /responseURI 416 

This POST call signals the completion of an inference job from by Application specified by the 
client.  This request is only made once the Application has submitted all output resources to the 418 
output endpoints. 

8.1.1 Inference Complete Body Parameters 420 

Request Content Type: JSON 

Table 7.1.1-1 Parameters 422 

Name Type Required Description 

transactionID string Y A user-provided transaction ID for 
correlating an inference request 

status enumerated 
value 

Y Status code indicating whether the 
Application successfully completed its 
computation. 
Status codes are listed in PS3.18 Table 
8.5-1 

message string N A human-readable message providing 
additional information 

outputResources array of 
outputResources 
objects 

N A list of created resources 

 
See example Annex B, B.2 Inference Complete Request.  424 

 
8.1.1.1 outputResource Object 426 

Table 7.1.1.1-1 outputResource Object Parameters 

Name Type Required Description 

type enumerated 
value 

Y Details the object information for parsing 
Defined Terms: 
DICOM_UID 
FHIR 
See Section 8.1.1.1.1 

object 
parameters 

type specific 
object 

Y DICOM_UID – See Section 7.1.1.1.2 
FHIR – See Section 7.1.1.1.4 

 428 

Example: 

"outputResources": [ 430 
{ 
"type": "DICOM_UID", 432 
"studies": [ 
{ 434 
"StudyInstanceUID": "2.16.840.1.114488.0.4.123489834087.13300714", 

https://dicom.nema.org/medical/dicom/current/output/chtml/part18/sect_8.5.html#table_8.5-1
https://dicom.nema.org/medical/dicom/current/output/chtml/part18/sect_8.5.html#table_8.5-1
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 "series": [{ 436 
  "SeriesInstanceUID": 
"2.16.840.1.114488.0.4.123489834087.13300714.2.1", 438 
  "instances": [ 
   "SOPInstanceUID": 440 
["2.16.840.1.114488.0.4.123489834087.5000"], 
    "frames": [ 442 
     "FrameNumber": ["1","2"] 
    ] 444 
  ] 
 }] 446 
}] 
}, 448 
{ 
"type": "FHIR", 450 
"resources": [{ 
 "resourceType": "Observation", 452 
 "id": "98765" 
}] 454 
}, 
] 456 
} 
 458 

8.1.1.1.1 type Descriptions 
Details a list of terms which define the parameters for the object which is to be parsed.  These 460 
parameters are used to define the output data which the Application created during inference. 

Defined Terms: 462 
 DICOM_UID 

Provides study, series, instance and/or frame information which the Application created 464 
during inference. 

FHIR 466 
 Defines the FHIR resources which the Application created during inference. 

 468 

8.2 Inference Completion Response 

 470 
The client shall respond with a valid HTTP status code to indicate whether it successfully 
processed the completion request. Valid response codes are listed in PS3.18 Table 8.5-1. 472 

9 Health/Status Request 

9.1 Health 474 

Applications must provide liveness and readiness endpoints for clients to be able to use.  
The health endpoint provides the following APIs to get the status of the internals of the Application. 476 

 

Kommentiert [BB8]: KH - It might be worth using HTTP 
codes only for the health check, rather than relying on a 
custom code. For instance, Nginx assumes that any 
health check response outside the range 200-399, or 
which arrives after a configurable timeout, indicates an 
unhealthy service. That gives us access to a wide range 
of potentially useful HTTP status codes, and again is 
more in tune with a "native" HTTP / RESTful API.  

https://dicom.nema.org/medical/dicom/current/output/chtml/part18/sect_8.5.html#table_8.5-1
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9.1.1 GET /heath/live 478 

The liveness endpoint returns the liveness of the Application. If the check does not return the 
expected response, it means that the Application is unhealthy or dead. 480 

9.1.1.1 /health/live responses 
The /health/live endpoint shall signal LIVE, even though the Application may not be ready to 482 
accept incoming requests.  No response from the /health/live endpoint means the Application itself 
is down or stopped. 484 

Example: 

HTTP/1.1 200 Success Content 486 
Content-Type: application/json 
{ 488 
  "status": "LIVE" 
} 490 

9.1.2 GET /health/ready 
The readiness endpoint returns the readiness state to accept incoming requests to the Application 492 
from the client. 

9.1.2.1 /health/ready responses 494 

 Table 9.1.2.1-1 provides the valid responses for the /health/ready endpoint and their description. 

Table 9.1.2.1-1 Responses 496 

Response Description 

READY Incoming requests will be accepted by the Application. 

NOT_READY The Application although running is unable to process new requests currently. 

 

Example: 498 

HTTP/1.1 200 Success Content 
Content-Type: application/json 500 
{ 
  "status": "READY" 502 
} 

9.2 Status 504 

For Application requests where a response URI was not provided in the request or they do not 
claim conformance to this feature, the client shall be able to determine the status of a request from 506 
the /inference/status endpoint using the transactionId. 
 508 
Duration of the availability of the status for the transaction ID is implementation specific.  Each 
Application shall disclose the length of time from the end of a transaction for which the status of 510 
that transaction will be available at the /inference/status endpoint.  For compliance purposes, the 
minimum time shall be 24 hours. 512 
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9.2.1 GET /inference/status/{transactionId} 514 

Returns the status of an inference request.  Table 9.2.1-1 includes the parameters that are used in 
the inference status request. 516 

Table 9.2.1-1 Parameters 

Name Type Required Description 

transactionId string Y The transaction ID of the original inference 
request 

 518 
Example: 

curl --location 'https://myapp.myhospital.org/inference/status/68743698' 520 

9.2.2 Inference Status Response 
Valid response codes are listed in Table 9.2.2-1. 522 

Table 9.2.2-1 Response Codes 

Code Description 

200 Inference request status is available.  In the response detail, Table 9.2.2-2 
provides the values representing the status itself. 

404 Inference request not found. 

500 Server error. 

 524 

The Application may additionally provide a message with further information regarding the status 
code following the Problem Details JSON Object [RFC7807] with error details. 526 
 

HTTP/1.1 500 Internal Server Error Content 528 
Content-Type: application/json 
 530 
{ 
  "type": "https://example.org/server-error", 532 
  "title": "The server was unable to complete your request.", 
  "details"; "Data access permission denied." 534 
} 
 536 

Table 9.2.2-2 Response Detail 

Response Detail Description 

Completed Indicates the Application has downloaded and processed the data, as well 
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as successfully placed any outputs to the specified endpoint 

InProcess The inference request is being processed by the Application 

Queued Indicates that an inference request is currently queued for data retrieval 

 538 
HTTP/1.1 200 Success Content 
Content-Type: application/json 540 
 
{ 542 
  "details": "Completed" 
} 544 

Replace PS3.19 B. Interface Definitions 

Annex B – Schema Definitions 546 

B.1 Inference Request 

The following section provides inference request schemas for DICOM UID, Patient ID, FHIR and 548 
Accession Number input data. 

B.1.1 Inference Request DICOM UID 550 

{ 
"transactionID": "MY_TRANSACTION_ID", 552 
"responseURI": "http://app.endpoint", 
"priority": 128, 554 
"inputMetadata": 
{ 556 
"type": "DICOM_UID", 
"studies": [{ 558 
 "studyInstanceUid": "2.16.840.1.114488.0.4.123489834087.13300714", 
 "series": [{ 560 
  "seriesInstanceUid": 
"2.16.840.1.114488.0.4.123489834087.13300714.2", 562 
   "instances": [ 
    "sopInstanceUid": 564 
["2.16.840.1.114488.0.4.123489834087.13300714.2.1"], 
    "frames": [ 566 
     "frameNumber": ["10","11","12"] 
    ] 568 
   ] 
 }] 570 
}] 
}, 572 
"inputResources": [ 
{ 574 
"interface": "DIMSE", 
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"connectionDetails": { 576 
"aet": "MYPACSAET", 
"hostname": "mypacs.domain.org", 578 
"port": "104" 
}}, 580 
{ 
"interface": "DICOMweb", 582 
"connectionDetails": { 
"uri": "http://mypacs.domain.org:8000/dicom-web" 584 
}}, 
{ 586 
"interface": "FHIR", 
"connectionDetails": { 588 
"uri": "http://myehr.domain.org:8000/fhir" 
}}, 590 
{ 
"interface": "Application", 592 
"connectionDetails": { 
"uri": "http://mysidecar.domain.org/inference" 594 
}} 
], 596 
"outputEndpoints": [ 
{ 598 
"interface": "DIMSE", 
"connectionDetails": { 600 
"aet": "MYPACSAET", 
"hostname": "mypacs.domain.org", 602 
"port": "104" 
}}, 604 
{ 
"interface": "DICOMweb", 606 
"connectionDetails": { 
"uri": http://mypacs.domain.org:8000/dicom-web 608 
}}, 
{ 610 
"interface": "FHIR", 
"connectionDetails": { 612 
"uri": "http://myehr.domain.org:8000/fhir" 
}}, 614 
{ 
"interface": "Application", 616 
"connectionDetails": { 
"uri": "http://mysidecar.domain.org/inference" 618 
}} 
] 620 
} 

 622 
B.1.2 Inference Request Patient ID 

{ 624 
"transactionID": "MY_TRANSACTION_ID", 
"responseURI": "http://app.endpoint", 626 
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"priority": 128, 
"inputMetadata": 628 
{ 
"type": " PATIENT_ID", 630 
"patientId": "ABC123" 
}, 632 
"inputResources": [ 
{ 634 
"interface": "DIMSE", 
"connectionDetails": { 636 
"aet": "MYPACSAET", 
"hostname": "mypacs.domain.org", 638 
"port": "104" 
}}, 640 
{ 
"interface": "DICOMweb", 642 
"connectionDetails": { 
"uri": "http://mypacs.domain.org:8000/dicom-web" 644 
}}, 
{ 646 
"interface": "FHIR", 
"connectionDetails": { 648 
"uri": "http://myehr.domain.org:8000/fhir" 
}}, 650 
{ 
"interface": "Application", 652 
"connectionDetails": { 
"uri": "http://mysidecar.domain.org/inference" 654 
}} 
], 656 
"outputEndpoints": [ 
{ 658 
"interface": "DIMSE", 
"connectionDetails": { 660 
"aet": "MYPACSAET", 
"hostname": "mypacs.domain.org", 662 
"port": "104" 
}}, 664 
{ 
"interface": "DICOMweb", 666 
"connectionDetails": { 
"uri": http://mypacs.domain.org:8000/dicom-web 668 
}}, 
{ 670 
"interface": "FHIR", 
"connectionDetails": { 672 
"uri": "http://myehr.domain.org:8000/fhir" 
}}, 674 
{ 
"interface": "Application", 676 
"connectionDetails": { 
"uri": "http://mysidecar.domain.org/inference" 678 
}} 
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] 680 
} 

 682 
B.1.3 Inference Request FHIR 

{ 684 
"transactionID": "MY_TRANSACTION_ID", 
"responseURI": "http://app.endpoint", 686 
"priority": 128, 
"inputMetadata": 688 
{ 
"type": "FHIR", 690 
"resources": [{ 
 "resourceType": "Observation", 692 
 "id": "12345" 
}] 694 
}, 
"inputResources": [ 696 
{ 
"interface": "DIMSE", 698 
"connectionDetails": { 
"aet": "MYPACSAET", 700 
"hostname": "mypacs.domain.org", 
"port": "104" 702 
}}, 
{ 704 
"interface": "DICOMweb", 
"connectionDetails": { 706 
"uri": "http://mypacs.domain.org:8000/dicom-web" 
}}, 708 
{ 
"interface": "FHIR", 710 
"connectionDetails": { 
"uri": "http://myehr.domain.org:8000/fhir" 712 
}}, 
{ 714 
"interface": "Application", 
"connectionDetails": { 716 
"uri": "http://mysidecar.domain.org/inference" 
}} 718 
], 
"outputEndpoints": [ 720 
{ 
"interface": "DIMSE", 722 
"connectionDetails": { 
"aet": "MYPACSAET", 724 
"hostname": "mypacs.domain.org", 
"port": "104" 726 
}}, 
{ 728 
"interface": "DICOMweb", 
"connectionDetails": { 730 
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"uri": http://mypacs.domain.org:8000/dicom-web 
}}, 732 
{ 
"interface": "FHIR", 734 
"connectionDetails": { 
"uri": "http://myehr.domain.org:8000/fhir" 736 
}}, 
{ 738 
"interface": "Application", 
"connectionDetails": { 740 
"uri": "http://mysidecar.domain.org/inference" 
}} 742 
] 
} 744 

 
B.1.4 Inference Request Accession Number 746 

{ 
"transactionID": "MY_TRANSACTION_ID", 748 
"responseURI": "http://app.endpoint", 
"priority": 128, 750 
"inputMetadata": 
{ 752 
"type": "ACCESSION_NUMBER", 
"accessionNumber": "ABC123" 754 
}, 
"inputResources": [ 756 
{ 
"interface": "DIMSE", 758 
"connectionDetails": { 
"aet": "MYPACSAET", 760 
"hostname": "mypacs.domain.org", 
"port": "104" 762 
}}, 
{ 764 
"interface": "DICOMweb", 
"connectionDetails": { 766 
"uri": "http://mypacs.domain.org:8000/dicom-web" 
}}, 768 
{ 
"interface": "FHIR", 770 
"connectionDetails": { 
"uri": "http://myehr.domain.org:8000/fhir" 772 
}}, 
{ 774 
"interface": "Application", 
"connectionDetails": { 776 
"uri": "http://mysidecar.domain.org/inference" 
}} 778 
], 
"outputEndpoints": [ 780 
{ 
"interface": "DIMSE", 782 
"connectionDetails": { 
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"aet": "MYPACSAET", 784 
"hostname": "mypacs.domain.org", 
"port": "104" 786 
}}, 
{ 788 
"interface": "DICOMweb", 
"connectionDetails": { 790 
"uri": http://mypacs.domain.org:8000/dicom-web 
}}, 792 
{ 
"interface": "FHIR", 794 
"connectionDetails": { 
"uri": "http://myehr.domain.org:8000/fhir" 796 
}}, 
{ 798 
"interface": "Application", 
"connectionDetails": { 800 
"uri": "http://mysidecar.domain.org/inference" 
}} 802 
] 
} 804 

 
B.1.5 Inference Request Response 806 

HTTP/1.1 422 Unprocessable Content 
Content-Type: application/json 808 
 
{ 810 
  "type": "https://example.org/validation-error", 
  "title": "Your request parameters didn't validate.", 812 
  "details": "API Key Missing" 
} 814 

 
B.2 Inference Complete Request 816 

{ 
"transactionID": "MY_TRANSACTION_ID", 818 
"status": 200, 
"message": "Success", 820 
"resources": [ 
{ 822 
"type": "DICOM_UID", 
"studies": [ 824 
{ 
"StudyInstanceUID": "2.16.840.1.114488.0.4.123489834087.13300714", 826 
 "series": [{ 
  "SeriesInstanceUID": 828 
"2.16.840.1.114488.0.4.123489834087.13300714.2.1", 
  "instances": [ 830 
   "SOPInstanceUID": 
["2.16.840.1.114488.0.4.123489834087.5000"], 832 
    "frames": [ 
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     "FrameNumber": ["1","2"] 834 
    ] 
  ] 836 
 }] 
}] 838 
}, 
{ 840 
"type": "FHIR", 
"resources": [{ 842 
 "resourceType": "Observation", 
 "id": "98765" 844 
}] 
}, 846 
] 
} 848 

 
B.2.1 Inference Complete Request Response 850 

HTTP/1.1 200 OK 
 852 
B.3 Liveness Request 

GET /health/live 854 
 
B.3.1 Liveness Request Response 856 

HTTP/1.1 200 Success Content 
Content-Type: application/json 858 
 
{ 860 
  "status": "LIVE" 
} 862 

 
B.4 Readiness Request 864 

GET /health/ready 
 866 
B.4.1 Readiness Request Response 

HTTP/1.1 200 Success Content 868 
Content-Type: application/json 
 870 
{ 
  "status": "READY" 872 
} 

 874 
B.5 Status Request 

GET /inference/status/MY_TRANSACTION_ID 876 
 
B.5.1 Status Request Response 878 

HTTP/1.1 200 Success Content 
Content-Type: application/json 880 
 
{ 882 
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  "details": "Completed" 
} 884 

Changes to NEMA Standards Publication PS 3.17 

Replace all of XX. Use Cases for Application Hosting 886 

XX. Use Cases for Application Request 

XX.1 Use Case – Simple 888 

The inference endpoint of an Application provides a RESTful interface for triggering a new inference 
request that is compatible with the PS3.15 Application Request API.  A client, knowing the Application 890 
capabilities and data input requirements, requests inference, specifies the output endpoint and has a 
response URI compliant with PS3.15 Section 8.1.  892 

XX.1.1 Example 
An interface engine, acting as a client, is configured to request inference of VendorX’s Pneumothorax 894 
detection Application for every chest x-ray stored to VNA.  VendorX provides an IHE, AIR (AI Result) 
compliant DICOM SR for all successful inference requests, which shall be stored to the local PACS. 896 

The interface engine is aware of the VendorX API endpoint information and has been configured to pass 
inference requests to the API, requesting the results be stores in the VNA along with the chest x-ray. 898 

1. A 2 View Chest X-Ray is received by the interface engine, which stores the imaging study to the 
VNA and in its roll as the Application client, creates an inference request to VendorX using the 900 
Accession Number. 

{ 902 
"transactionID": "5150", 
"responseURI": "http://app.vendors.myhospital.org", 904 
"priority": 128, 
"inputMetadata": 906 
{ 
"type": "ACCESSION_NUMBER", 908 
"accessionNumber": "ABC123" 
}, 910 
"inputResources": [ 
{ 912 
"interface": "DIMSE", 
"connectionDetails": { 914 
"aet": "MYVNAAET", 
"hostname": "myvna.myhospital.org", 916 
"port": "104" 
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}} 918 
], 
"outputEndpoints": [ 920 
{ 
"interface": "DIMSE", 922 
"connectionDetails": { 
"aet": "MYVNAAET", 924 
"hostname": "myvna.myhospital.org", 
"port": "104" 926 
}} 
] 928 
} 
 930 

2. VendorX responds to the request that it has been received successfully. 
 932 

HTTP/1.1 200 OK 
 934 

3. VendorX issues a C-MOVE request to the VNA to retrieve the images from the 2 View Chest X-
Ray for processing. 936 

 
(0008,0052) CS [STUDY]      # Query/Retrieve Level 938 
(0008,0050) SH [ABC123]     # Accession Number 
 940 

4. Images are processed and VendorX creates a DICOM SR containing the results.  This DICOM SR 
is sent to the VNA via C-Store and VendorX responds to the interface engine client URI provided 942 
in the request with details of the DICOM SR. 

 944 
{ 
"transactionID": "5150", 946 
"status": 200, 
"message": "Success", 948 
"resources": [ 
{ 950 
"type": "DICOM_UID", 
"studies": [ 952 
{ 
"StudyInstanceUID": "2.16.840.1.114488.0.4.123489834087.13300714", 954 
 "series": [{ 
  "SeriesInstanceUID": 956 
"2.16.840.1.114488.0.4.123489834087.13300714.2.1", 
  "instances": [ 958 
   "SOPInstanceUID": 
["2.16.840.1.114488.0.4.123489834087.5000"] 960 
  ] 
 }] 962 
}] 
} 964 
] 
} 966 

 
 968 
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XX.2 Use Case – Pipeline 

The inference endpoint of an Application provides a RESTful interface for triggering a new inference 970 
request that is compatible with the PS3.15 Application Request API.  A client, knowing the Application 
capabilities and data input requirements, includes additional endpoints to be used by the Application based 972 
on findings in its inference request, specifies the output endpoints, which contain the input to another 
Application and only supports checking inference status per PS3.15 Section 9.2. 974 

XX.2.1 Example 
A client is made aware of an Application which provides lung nodule detection on CT CHEST exams.  This 976 
Application will use prior exams if available.  Should the first Application detect any lung nodules, it passes 
its output, along with EHR endpoint information to a second Application to provide a LUNG-RADS 978 
assessment. 

1. A client is made aware of a CT CHEST exam which was stored to the hospital’s VNA.   The 980 
client creates an inference request for the lung nodule detection Application using the 
Accession Number.  This request contains FHIR endpoint information which will be passed 982 
along to the second Application for use in LUNG-RADS determination if needed as well as 
endpoint information for the second Application if needed. 984 

  
{  986 
"transactionID": "5151",  
"priority": 128,  988 
"inputMetadata":  
{  990 
"type": "ACCESSION_NUMBER",  
"accessionNumber": "ABC124"  992 
},  
"inputResources": [  994 
{  
"interface": "DIMSE",  996 
"connectionDetails": {  
"aet": "MYVNAAET",  998 
"hostname": "myvna.myhospital.org",  
"port": "104"  1000 
}}, 
{  1002 
"interface": "FHIR",  
"connectionDetails": {  1004 
"uri": "http://myehr.myhospital.org:8000/fhir"  
}}  1006 
],  
"outputEndpoints": [  1008 
{  
"interface": "Application",  1010 
"connectionDetails": {  
"uri": "http://mysidecar.myhospital.org/inference"  1012 
}}, 
{  1014 
"interface": "DIMSE",  
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"connectionDetails": {  1016 
"aet": "MYVNAAET",  
"hostname": "myvna.myhospital.org",  1018 
"port": "104"  
}}, 1020 
{  
"interface": "FHIR",  1022 
"connectionDetails": {  
"uri": "http://myehr.myhospital.org:8000/fhir"  1024 
}}   
]  1026 
}  
  1028 
2. The Application responds to the request that it has been received successfully.  

  1030 
HTTP/1.1 200 OK  

  1032 
3. The Application issues a C-FIND and C-MOVE requests to the VNA to retrieve the images and 

relevant priors from the CT CHEST exam for processing.  1034 
  

(0008,0052) CS [STUDY]      # Query/Retrieve Level  1036 
(0008,0050) SH [ABC124]     # Accession Number  
  1038 
4. Images are processed and the Application creates a DICOM SR containing the lung nodule 

detection results.  This DICOM SR is sent to the VNA via C-Store and an inference request 1040 
made of the second Application to provide a LUNG-RADS assessment.  

  1042 
{  
"transactionID": "5152", 1044 
"responseURI": "http://lung_nodule.myhospital.org", 
"priority": 128,  1046 
"inputMetadata":  
{  1048 
"type": "ACCESSION_NUMBER",  
"accessionNumber": "ABC124"  1050 
},  
"inputResources": [  1052 
{  
"interface": "FHIR",  1054 
"connectionDetails": {  
"uri": "http://myehr.myhospital.org:8000/fhir"  1056 
}}, 
{  1058 
"interface": "Application",  
"connectionDetails": {  1060 
"uri": "http://lung_nodule.myhospital.org/result"  
}}, 1062 
],  
"outputEndpoints": [  1064 
{  
"interface": "FHIR",  1066 
"connectionDetails": {  
"uri": "http://myehr.myhospital.org:8000/fhir"  1068 
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}}   
]  1070 
}  
 1072 
5. The second Application responds to the request that it has been received successfully.  

  1074 
HTTP/1.1 200 OK  
 1076 
6. The original client making the request is made aware that the DICOM SR was stored to the 

VNA and requests the status of the inference request to the lung nodule detection Application. 1078 
 
GET /inference/status/5151 1080 
 
7. The lung nodule detection Application responds “InProcess” as the second Application has not 1082 

yet completed. 
 1084 
HTTP/1.1 200 Success Content 
Content-Type: application/json 1086 
 
{ 1088 
  "details": "InProcess" 
} 1090 
 
8. The second Application continues its process and needs smoking history for the patient from 1092 

the EHR to finalize its LUNG-RADS assessment. 
 1094 
GET http://myehr.myhospital.org:8000/fhir/Observation? 
patient=6786&code=72166-2,11367-0,68535-4/inference/status/5151 1096 
 

9. After completion of the LUNG-RADS assessment, the second Application creates a FHIR 1098 
resource and stores it to the EHR’s FHIR endpoint and then informs the first Application, lung 
nodule which invoked this second Application to close out the task. 1100 

 
{ 1102 
"transactionID": "5152", 
"status": 200, 1104 
"message": "Success", 
"resources": [ 1106 
{ 
"type": "FHIR", 1108 
"resources": [{ 
 "resourceType": "Observation", 1110 
 "id": "987654" 
}] 1112 
} 
 1114 
10. The original client making the request requests the status of the inference request to the lung 

nodule detection Application. 1116 
 



Supplement XXX: Application Request 
Page 32 

 

 

GET /inference/status/5151 1118 
 
11. The lung nodule detection Application responds “Completed” as now the second Application 1120 

has completed its task and the complete pipeline has been executed. 
 1122 
HTTP/1.1 200 Success Content 
Content-Type: application/json 1124 
 
{ 1126 
  "details": "Completed" 
} 1128 


